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SCENARIUSZ ZAJEC / WARSZTATOW

Temat gtéwny: Deepfake, boty, clickbaity - praktyczne ¢wiczenia z analizy tresci
Czas trwania: 4 godziny lekcyjne (180 minut)

Grupa docelowa: mtodziez 13—-18 lat

Forma: warsztaty praktyczne, ¢wiczenia grupowe, analiza przypadkow, quiz

Cele warsztatow

Poznanie zjawisk: deepfake, boty, clickbaity.
Nabycie praktycznych umiejetnosci rozpoznawania zmanipulowanych tresci.
Rozwijanie krytycznego myslenia i refleksji nad przekazami w internecie.

Cwiczenie pracy zespotowej w analizie i obronie przed manipulacja.

Plan zajec

1. Wprowadzenie: manipulacja w sieci (20 minut)

Krétka rozmowa z uczestnikami:

o Jakie tresci najczesciej widzisz w social mediach?

o Czy zdarzyto Ci sie klikng¢ w nagtéwek, ktdry okazat sie nieprawdziwy?
Prowadzacy przedstawia trzy pojecia: deepfake, bot, clickbait.

Mini ¢wiczenie: uczestnicy zapisuja swoje pierwsze skojarzenia z kazdym z tych stéw (na
kartkach lub tablicy).

2. Deepfake — analiza w praktyce (40 minut)

Prowadzgacy pokazuje kilka zdje¢ lub zrzutéw ekranu — czes$¢ prawdziwych, czesé
wygenerowanych przez Al (bez filmow).

Cwiczenie: w parach uczniowie prébuja wskaza¢, ktére obrazy mogg by¢ fatszywe i dlaczego
(np. nienaturalne szczegdty, powtarzajgce sie wzory, brak kontekstu).

Praca w grupach: kazda grupa tworzy liste 5 sposobdw na sprawdzenie, czy obraz lub
nagtéwek jest prawdziwy.

Prezentacja wynikéw — grupy zapisujg swoje pomysty na tablicy.

Scenariusz powstat w ramach programu Ministra Edukacji ,,Mtodzi Obywatele”! realizowanego przez Fundacje Ypsilon Art.
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3. Boty — tropienie automatycznych kont (40 minut)

e Prowadzacy rozdaje zestaw wydrukowanych komentarzy/postow (czesé logicznych i
rzeczowych, cze$¢ generowanych przez Al/boty — np. powtarzajace sie frazy, brak sensu).

e Zadanie indywidualne: zaznacz, ktére komentarze mogg by¢ napisane przez boty.

o Cwiczenie w grupach: tworzg krétka ,,symulowang dyskusje” w social mediach — jedna osoba
wciela sie w bota (np. powtarza frazy, uzywa emocjonalnych haset), reszta ma odgadnac kto.

e Dyskusja: jak boty wptywajg na nasze decyzje?

4. Clickbaity — tworzenie i analiza (30 minut)
e Prowadzacy rozdaje kilka prawdziwych nagtéwkow oraz clickbaitow.

o Cwiczenie: w parach uczniowie zaznaczaja, ktére sg clickbaitami i podaja dlaczego (np.
emocjonalny jezyk, brak faktow).

e Zadanie kreatywne: w grupach uczniowie piszg 3 nagtéwki do jednego tematu —
1. rzetelny,
2. przesadzony,
3. clickbaitowy.

e Prezentacja nagtowkow i dyskusja, ktéry przyciggnatby najwiekszg uwage i dlaczego.

5. Symulacja kampanii manipulacyjnej (30 minut)
e  Grupy ucznidow tworzg mini ,kampanie dezinformacyjng”:
o jeden clickbaitowy nagtéwek,
o jeden komentarz w stylu bota,

o jeden zmanipulowany obrazek (moze by¢ narysowany, przerobiony w prostym
edytorze lub opisany stownie).

e Nastepnie wymieniajg sie materiatami z inng grupg, ktéra ma za zadanie wykry¢ i nazwac
zastosowane techniki manipulacji.

e Podsumowanie: co byto najtatwiejsze, a co najtrudniejsze do wykrycia?

6. Podsumowanie i refleksja (20 minut)
e Dyskusja: ,Dlaczego manipulacja w social mediach dziata tak skutecznie?”
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e Stworzenie wspdlnej listy: ,,5 sposobow obrony przed manipulacjg w internecie” (np.
sprawdzanie zrddet, nie klikanie w clickbaity, krytyczne myslenie).

Scenariusz powstat w ramach programu Ministra Edukacji ,,Mtodzi Obywatele”! realizowanego przez Fundacje Ypsilon Art.
Tytut projektu: ,,Swiadomy obywatel w cyfrowym $wiecie - jak rozpoznaé dezinformacje?”



