
    

 

Scenariusz powstał w ramach programu Ministra Edukacji „Młodzi Obywatele”! realizowanego przez Fundację Ypsilon Art. 

Tytuł projektu: „Świadomy obywatel w cyfrowym świecie - jak rozpoznać dezinformację?” 

Quiz podsumowujący: Deepfake, boty, clickbaity – praktyczne ćwiczenia z analizy 

treści 

 

1. Czym jest deepfake? 

A) Mem internetowy 

B) Zmanipulowane wideo/audio wygenerowane przez AI 

C) Clickbaitowy nagłówek 

D) Gra komputerowa 

2. Po czym można rozpoznać deepfake? 

A) Nienaturalna mimika, ruchy, dźwięk 

B) Zawsze ma znak wodny „fake” 

C) Jest wyłącznie w 3D 

D) Można go rozpoznać tylko w laboratorium 

3. Czym są boty w mediach społecznościowych? 

A) Prawdziwi użytkownicy 

B) Automatyczne programy publikujące lub komentujące treści 

C) Nowa aplikacja do filmów 

D) Administratorzy sieci 

4. Po czym można poznać bota w komentarzach? 

A) Pisze bardzo szczegółowo i logicznie 

B) Powtarza frazy, brak mu spójności, nie prowadzi rozmowy 

C) Zawsze używa emotikonów 

D) Zawsze podaje źródła 

5. Co to jest clickbait? 

A) Nagłówek przesadzony lub fałszywy, by przyciągnąć uwagę 

B) Neutralna wiadomość 

C) Reklama produktu 

D) Prawdziwy artykuł naukowy 

6. Dlaczego clickbaity są skuteczne? 

A) Bo podają dokładne fakty 

B) Bo wywołują ciekawość i emocje 

C) Bo są bardzo krótkie 

D) Bo zawierają przypisy naukowe 
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7. Co to jest farma trolli? 

A) Gra strategiczna 

B) Grupa osób publikujących fałszywe lub prowokacyjne treści 

C) Zbiór botów w komputerze 

D) Strona z bajkami 

8. Jaki jest cel stosowania deepfake’ów? 

A) Tylko do rozrywki 

B) Wprowadzanie w błąd i manipulacja odbiorcami 

C) Nauczanie w szkołach 

D) Tworzenie gier edukacyjnych 

9. Jaką rolę pełnią boty w kampaniach dezinformacyjnych? 

A) Pomagają sprawdzać fakty 

B) Automatycznie rozpowszechniają fake newsy i komentarze 

C) Tworzą neutralne treści 

D) Edukują odbiorców 

10. Co jest najlepszą obroną przed manipulacją w internecie? 

A) Klikanie wszystkiego, co się pojawi 

B) Krytyczne myślenie i sprawdzanie źródeł 

C) Ignorowanie wszystkich wiadomości 

D) Poleganie wyłącznie na znajomych 
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Odpowiedzi do quizu 

1. B 

2. A 

3. B 

4. B 

5. A 

6. B 

7. B 

8. B 

9. B 

10. B 

 


